1. Zoznam kategórií overovania

1. \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

2. \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

3. \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

1. Opravte text tak, aby nasledujúce tvrdenia boli pravdivé

Entita alebo skupina subjektov hľadajúcich autentifikáciu používa od entity/entít, ktoré sú overované.

Proces autentifikácie autentifikátor a autentifikačný mechanizmus.

Autentifikácia "čo viete" využíva v rámci procesu autentifikácie .

1. Vyberte správne názvy zo zoznamu a napíšte ich do obrázka, aby ste opísali, ako pracuje technika solené hašovanie.

qwe963

abc123

5ede2394533faa2ff9e809bc8be124e3a50907a6

abc123qwe963

Možnosti: soľ (salt), heslo, hašovacia funkcia

1. Priraďte výrazy z ľavého stĺpca k príslušným popisom vpravo

|  |  |  |
| --- | --- | --- |
| Solené hašovanie |  | Heslo je uložené v špeciálnom formáte |
|  |  |  |
| Hašovanie hesiel |  | Špeciálny typ útoku na heslo pomocou hrubej sily |
|  |  |  |
| Slovníkový útok |  | Heslo a náhodná množina znakov sa skombinujú a potom uložia v špeciálnom formáte. |
|  |  |  |
| Útok pomocou Rainbow Table |  | Útočník sa pokúsi dostať do systému chráneného heslom pomocou množiny slov. |

1. Uveďte aspoň 3 správcov hesiel
2. \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_
3. \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_
4. \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_
5. \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_